CIS20|E =2 QUM HAEE Meldd

FABIA HE0IS(0I5F "BARt ELIEH2 2|AMIE FElGHs S 2E U[M(0I5H LMot
SfL|C}) HRte| TRt 2G50, YEFA|Q T X|AXHO|s "X @A"2t BiL|Tho| #2| 2S5 ff6d
HRIEE 258 0 w2t JHelgE Xiﬂl%*"é!% HE-Alste ASLCE 2 IHAZE ME|YEH2 XXtz
Sto3 S|AE JHRIFEE ofet Aoz XME|stn =X, HEE HSE 2l oHgt =X|E Fstn

QUEX| 2| & & YT E Bt

AN - = T A

o JHRIHEEO X2 SH

o JHRIZHEOI XIS H R 7|2t
o TH14M Oj2tOtS2| ZHRIYE X2
o HRAIHEO| 3K} HS

o THOIEE X2|o| Slgt

o THOIHE XIS AT HO| MX|-2% U Ho| BE AR

o JHoIEEo| TP

o Xigixto| 2|

o JHIRHO| OHFtY SHER

o JHoiEE weHolx

o A AL

o THIFH HE|YEol W
ANZ CHIEEe] H2| 25)
SIAts CHEol SME 915101 HIMEE HlstLict SIS HHRIFEE Ch3el 25 ol2lZE H2[3Hx]
ofony, X2| BHo| WHES AL NARREE AHo| WEO| S0/ $e S LS XS oy
ojEelLic

o QUM MRt FIY: XA} 2Ol 2ol, X2l K 2O, O 144 0]8 OIS XI@IXt| HOIZ s X2]of

25t wTy2lolo] Sof sol, XAt Bt Y It At £X), 29l M2, 24 XS]

H2z= (HelgEe| Molgs R 2R 712

o ZATE XMElstE XAl JHRIEE ef=at o oist Al B H 0|&7|ZE o3t

ZaLch



2| 55

HI™E &5 He o871zt

[E=] X% YE(EY, 98 4o,

M, =2H, Fa ?TEH"JiH'_i HIY A=A

R@xzL d=Esh= =2l AR, #gciz|ele] Q| XM H22RE 3E(H, 23
or|M Hxt 7l 4y 3 HEIA(T 144 O|2t XXl FR), ol me 2FE vzt S 2EY

QUM XY oA FEXIY =20f, Q~L|MolM et A= JHAFEe FR &Y

HEI|ZHotE AEIEX])

= = o, T ’

% U xRl A2 dat Fol stmy, o)
E | Z:
=

o I RHAHO meb SAMT oMoz BESOF st YR =it

HEA H=E

SUHZESH H15z2|2 FE YYL=RE 34

HI3Z (2H14M D2k obE2| ZHRI™E X 2])

S|Ak= BF 14M| OJ2 otEel JHRI™EE XE[ot7| flstod S2|7t
HEC)2|0l0 2 HE| E0|= HEAL|C}

g|At= 2 14M] OJ2 oks2l FHRIEE X220l 2h5to 1 HHOHE]
otsol|A| Hloiz(ele] 43 2 AEfXof| et YEE 2

ro
o
O
10
M
nx
rir
oy

HAO|E/=HEY AAO|EO| #Frhz[elo] S| o

ol

1519122 HHTHzIRl0] dlztN = el wHo=

o d—

Haz CHAFES] HI3KL HS)

BlAb= () XIARS] AP S2|7F

X|@IXte| Mot oo Zetst 9 40| BEANSE 74

= ot 42, (iv) 7[Et
HIEE HSH, M17E M1 E£= AH18x H2&ol dFsts 49 Qols XRUXAe| JHIEEE
HI3Ktol| A HIS3HK| LTt

H5Z= (FHQIEE R2|2 2{EH

S|Ah= Q| TR} 23510 JHeIYE ME[YRE ?IE

St AX| FEL L.



Hex CHAYE xtE +H IR EX|-2F U 757 0] 2t At

o

)

3|Ats RIRXOA| Z|MetEl HEY AMHlA 2 HOIE NF3H7| fI5t0] X[@Xte| YEE MEstn
A2 E22E ‘F7|(cookie) E AFERILILE. F7|= BALO|E/ZHIY BALOIE 2Y0f 0|8&|=
M7t X|I@xte] Betexfo] Elis Ao FHEo|H X[ @ASe| HFE L= ZHE (70

MNEELC

X@xh= HAO|E/2HIE BAIO|ES| HEIRKN &4 8FS Sl 7| 518, At Sl 2% €

= AFLICE ool 27| NYE 7R 82 AES MH|A 0180] 27hsELICh

02

#l HELRX0f|A 37| 51 8/}Et

S E(Chrome) : & Bt 8% > JHQIEE 5 3 2ot > 2l

YE

AL 7152 A

olX|(Edge) : & E2t2X HF > 77| A AIO|E #Eh > 7| F AJO|E H|O[E] 22| I A

HHHY HELR 0| A 57| 5 &/x}E

= E(Chrome) : 2HIY H2tRX 27 > HHIFE 25 3 Hob > QU AL 7|5 AH|

Atmt2|(Safari) : 2HIY 7|7 ™ > Atmf2|(Safari) > 15 > BE 7| x}E

AFM O]
OO0 L—

Efull - ZHIY Bt A7 > QIHU AL 7|1F > QIE{H ALE 7|5 AlH|

M7= CHAERe| nt|)

SlAHK= JHQINE HeT|Zo| At X2 =X <

810] alie ZHRIF L E ut|ghLct.

0x
on
=
o
0
HT
N
THT
UK
%0)

StA| EIRS o= XA

HRIFE oo X} & A2 L5t ZaLCh

nt7| Zxp: glAbs b7 AR 2det JHRIFEE MEStn JHQIYE ESMYRIe| 50l = 0|2

mp7[gh ot

b7 e MARA mh FEiol JHelEHE=

J
AFB3HO1 TH|EILICE Z0|2 28 HelyEs 2

712 ZMSHALE 225104 T |Eh|C.

sAtE XA=RE S| g2 JHIEE ER]7|2H0| BustrL X2 SX0] FHEIASHE
=750 CHE HHO| mf2t HAFYEE A& 2ESH0{0F 5t ZR00l= aiE 7HIEEE B9



ClIO[EH|O|A(DB)2 &7| 7Lt 22 FAS EE[510] EEFL(Ct

H|8= (XI2xt2| He)

>

[RAt= AREX] MY, FXRE(E-mail), ZAES(FAX) S29 ez IHelEHE
o

- IY-MN-MEYR|-S2l e S 2™l Het #E|E 2|Atol| Afe = ASLICE

2l HE| Ats X[Afe| ti2[elE S5t & o= AUSLICE O] R SAt| I|EE HESH010F

2H14M| 0|2 OFF X|Xte] B2 e X@Ate| MO 2[Ql0] 2| #2|E WAFSHOF BfL(Ct.

rI

HRIFE @k 9 XM2FHX| 7= THEE HSH, M35X M4E, H37xE H2gof et
Mgtz AL HRE o= ASLICE

HelgHE| ARE 7Y 2l HE HHAM I JYEI 4 thdez AN A=
BR0l= AR  QlSLICt

S|Ah= RIEAe| HE|E AFS Xp7t XA =0l = To| HE e L2 QIRIXIE SelgfLCt.

—

Moz (lelgEel oty st EX])

SlAts THIEE B, M29%0) w2t ChEat 20| IRl obN Y st 2t 7|eX-

=}
E
il

a

=2H =X|E o5t AFLICE

7|a® A

KRl 7HelgE = HEHE 3 ASstE FHo| 2s 2550, ot I & GBS
A=3l5t0] SQet H|o[E= B EotV|sS Sl B ASLICH

S|AtS HHAlZZ IS

— 1L a

510 ZHE Hio[2{20f Qg mISHE WX|st7| flgt =X|E F5tn

olg
Rlonf wamR e Fy|HoR UHjo|E Hict

g|At= sl R HIO[HA S0 2I5t0] X[@Rte| WYLt REE[ALL AEE= HE %
o

7
QI 2RE Q| FUEK| H YR A|LHS FO| 2442 ZLIEZSH0 2H2[5t ELIC

SlAbE XX JHRIFEE AMSHA X2[5H7] fl6 WR 2EAES +RSH0] AR>St

AGLILY.



3|Ats K2Rt ZHRIE o] Chet M2 AEHS F|45He QIR0 A2 £045t AUELICE

A H

s|Ats KBRS AN EE XME2|5ts XS Y22 ME2 Hot 7| &5 H /WUEE BS

—
o|F S0 et HI[Hel n\ s HAlst AL

gAtE HAFEE XMElsts YXBELZREH EAMAME 5t o, FERES A

T

YXI5 FHAIHE ME[BE e 4 0|7 E H=517| 2Igh LHREEALE OF2st SLICh

HOIHEE H2lste Umlplo] YR Qlfolis Hoto] XIE AejolA Ol=0(X|D lom
QUE|2I0] QAL U EIAF 3 JHOIRE A3 AN CHEt 22 ATIS HEH5| 5k YL

s|Ab= ZHRIF 2ot 2t HIO|HE E§st0] 2| §il B2 2e|st0] Eatstn SL(Ct

ZAts Titd A Atz HEtd S2 S8 HS7H0 2 HsI0 222 SHISH ASLIC

Hhox= ClelgE HSHIXh)

slAb= FHRIEE AM2|of 2iet YFRE S MK, HAYE *2|of 2T X[l 22|
X

Sil7H S2 {501 Of2iet 20| ZHRIEE ESMAXE XYt ASLICE
A t

E

YA HMSH= 2E JHQI”E X2| 2 = JHQIEE H SR A
Solgt 4 BLICE
A |
1=} AMOod MXem =A ﬁa tl;|_=
= 3o ErErE A MR F ) k=)
JHOIFE HS QXL 4ol CEO contact@theblacklabel.com +82 1551-0391
i} CllE /
oI E HSEEtRt o|ztE contact@theblacklabel.com +82 1551-0391

CIXIZH| =LA

M= (HYEsH AL )

KRt 2|Ate| XAl 28 X2, m[sh 14| Zotof] THESHA| ZotALE 2|Atet JHRIF = of 2het =40

LSt B2, = L Of2ll 7|22 = Eolsta &= /UASLICE



ol
7l
(L]

AROE

2l
=

18

https://privacy.kisa.or.kr

1833-6972

https://www.kopico.go.kr

Lo

ARAL

?34

1301

https://www.spo.go.kr

AfO[E{=Aft

al

KO
Kl
=

b

2

cH

https://cyber.go.kr 182

ALO[E AR

al

__AO
Kl
RO

b

o

oy L S HS

M2z CHAEE XMe[YEe HY)

ELck

oo

31YUHEH

2l
=

= TR XM2|E 2 2025H 3

o =
2 ws

HIX
oo

SE

At 2 7RI EE

3


https://privacy.kisa.or.kr/
https://www.kopico.go.kr/
https://www.spo.go.kr/
https://cyber.go.kr/

THEBLACKLABEL Global Audition Privacy Policy

The Black Label Inc. (the “Company”) has established and implemented this Privacy Policy
in accordance with the Personal Information Protection Act to protect the rights of audition
applicants (the “Applicants”), who are the data subjects, in connection with the global
audition process hosted by the Company (the “Audition”). This Privacy Policy makes it easy
for Applicants to understand how the Company processes their personal information and
what measures are being taken to protect their personal information.

e Purpose of Processing Personal Information

e Personal Information to be Processed and Period of Retention for Personal
Information

e Processing of Personal Information of Children Under the Age of 14

e Provision of Personal Information to Third Parties

e Entrustment of Personal Information Processing

e Installation, Operation, and Refusal of Automatic Personal Information Collection
Devices

e Destruction of Personal Information

e Applicants’ Rights

e Measures to Ensure the Safety of Personal Information

e Personal Information Protection Officer

e Remedies for Infringement of Rights and Interests

e Changes to Privacy Policy

Article 1 (Purpose of Processing Personal Information)

The Company processes personal information for the following purposes. The Company shall
not process personal information for any purposes other than the following, and if there are
changes to purposes of processing, the Company will take necessary measures such as
obtaining separate consent from Applicants in advance.

e Audition process: Identification of Applicants, confirmation of eligibility,
confirmation of legal representative’s consent to the processing of personal
information of Applicants that are children under the age of 14, evaluation of
Applicants and notification of evaluation results, handling of civil complaints, and
providing various notices and notifications

Article 2 (Personal Information to be Processed and Period of Retention for Personal
Information)

e The personal information of Applicants that is processed by the Company and the
period of retention and use of such information by the Company are as follows.



Purpose of

. Personal Information Retention and Use Period
Processing

[Essential Items]: Applicant information
(name, gender, year of birth, height,
nationality, address, mobile phone number,
emergency contact information, personal
photo uploaded by the Applicant), name
and contact information of the legal
representative (for Applicants under the
age of 14), information related to audition
support (area of support, audio to be used
in audition, participating region).

% For some Applicants: name of school in
which they are enrolled, hobbies,
specialties, and career history.

3 years from the date of receipt of the
audition  application  (provided,
however, that in the case of personal
information that needs to be
preserved for a certain period of
time, in accordance with the relevant
laws and regulations until the

Audition Process
expiration of  the relevant

preservation period).

e The personal information that the Company is obligated to preserve in accordance
with the relevant laws and regulations, and their relevant preservation periods, are as

follows.
Personal Information Basis for Preservation Preservation Period
Information on the IPs used for access, Article 15-2 of the Protection of 3 months from the date of
access and activity logs Communications Secrets Act creation of the information

Article 3 (Processing of Personal Information of Children Under the Age of 14)

e If consent is required to process the personal information of a child under the age of
14, the Company shall obtain consent from the child’s legal representative.

e With respect to obtaining the consent of a legal representative for the processing of
the personal information of a child under the age of 14, the Company may request that
the child provide the name and contact information of their legal representative, and
shall confirm said legal representative’s consent by requiring the legal representative
to indicate whether he/she gives consent on the relevant website/mobile website
where the details requiring consent have been posted, and giving notice to the legal
representative in question through the provided contact information that there has
been confirmation of such indication of consent.

Article 4 (Provision of Personal Information to Third Parties)

The Company shall not provide the personal information of Applicants to a third party except
(1) with the prior consent of Applicants, (ii) where there is an obligation to provide such
personal information pursuant to the relevant laws and regulations, (iii) where it is



determined that there is an imminent risk to the life or safety of the Applicant, and the

provision of personal information is intended to protect the Applicant, and (iv) in any other
cases falling under Article 17(1) or 18(2) of the Personal Information Protection Act.

Article 5 (Entrustment of Personal Information Processing)

The Company does not entrust to third parties the processing of personal information in
connection with the audition process.

Article 6 (Installation, Operation, and Refusal of Automatic Personal Information
Collection Devices)

The Company uses ‘cookies’ that store and retrieve Applicants’ information from
time to time to provide them with optimized and customized services and
conveniences. Cookies are small amounts of information that the servers used to
operate websites/mobile websites send to Applicants’ browsers and are stored on
Applicants’ computers or mobile devices.

Applicants can change settings such as allowing or blocking cookies by changing
their settings in the browser used to access the website/mobile website. However, if
you refuse to store cookies, you will not be able to use customized services.

To Allow/Block Cookies in Web Browsers
Chrome: Web browser settings > Privacy and security > Delete internet usage records

Edge: Web browser settings > Cookie and site permissions > Manage and delete
cookie and site data.

Allow/Block Cookies in Mobile Browsers

Chrome: Mobile Browser Settings > Privacy & Security > Delete Internet Usage
Records

Safari: Mobile Device Settings > Safari > Advanced > Block all cookies

Samsung Internet: Mobile Browser Settings > Internet usage records > Delete Internet
usage records

Article 7 (Destruction of Personal Information)

When personal information becomes unnecessary due to the lapse of the retention
period for the personal information, achievement of the purpose of processing, etc.,
the Company shall destroy the relevant personal information without delay.



The procedures and methods for destroying personal information are as follows.

Destruction procedure: The Company selects the personal information for which the
reason for destruction has occurred and destroys it after obtaining approval from the
Personal Information Protection Officer.

Destruction method: Personal information in the form of electronic files is destroyed
using a technical method that prevents it from being reproduced. Personal information
printed on paper is destroyed by shredding with a shredder or by incineration.

In cases where personal information must be still be preserved in accordance with
other laws and regulations even after the lapse of the retention period for the personal
information in question as consented to by the Applicant or the achievement of the
purpose of processing, the Company shall transfer the relevant personal information
to a separate database (DB) or preserve it at a different storage location.

Article 8 (Applicants’ Rights)

Applicants may exercise their rights prescribed by relevant laws and regulations, such
as access, correction, deletion, suspension of processing, withdrawal of consent, etc.,
at any time by means of writing, e-mail, facsimile, etc.

Such rights may be exercised through the Applicant’s agent. In such cases, a relevant
power of attorney must be submitted to the Company.

In the case of an Applicant that is a child under the age of 14, the Applicant’s legal
representative must exercise such rights.

Requests for access to and suspension of processing of personal information may be
limited or rejected in accordance with Article 35(4) and Article 37(2) of the Personal
Information Protection Act.

The right to request the deletion of personal information cannot be exercised if the
personal information is specified as being subject to collection by other laws and
regulations.

The Company confirms whether the person who exercised the Applicant’s rights is the
Applicant himself/herself or their legitimate representative.

Article 9 (Measures to Ensure the Safety of Personal Information)

Pursuant to Article 29 of the Personal Information Protection Act, the Company implements

the following necessary technical, administrative, and physical measures to ensure the safety

of personal information.



e Technical Measures

Applicants’ personal information is protected by passwords and encrypting the
information, and important data is protected through separate security features that
encrypt files and transmitted data.

The Company uses antivirus programs to prevent damage caused by computer
viruses, and these antivirus programs are updated periodically.

In order to prevent the personal information of Applicants from being leaked or
damaged due to hacking, viruses, etc., the Company has established an intrusion
detection and prevention system for 24-hour monitoring.

e Administrative Measures

The Company has established and implemented an internal management plan to
safely process the personal information of Applicants.

The Company grants access to the personal information of Applicants to the minimum
number of people.

The Company provides regular training on new security technologies and the
obligation to protect personal information for the employees who process Applicants’
personal information.

The Company collects security pledges from the employees who process personal
information, and prepares internal procedures to prevent leaks of information in
advance and supervise compliance with the personal information processing policy.

Handover of duties by employees who process personal information is carried out
while maintaining security, and the responsibility for personal information intrusion
incidents that occur after employees join or leave the company has been made clear.

e Physical Measures

The Company does not store personal information and general data together, and
instead stores them separately.

The Company classifies computer rooms, data storage rooms, etc., as special
protection areas and controls access to such areas.
Article 10 (Personal Information Protection Officer)

The Company is responsible for the overall management of personal information processing



and has designated a personal information protection officer as follows for the handling of
Applicants’ complaints and providing remedies for damages that are related to personal
information processing. Applicants may inquire with the Personal Information Protection
Officer or the Personal Information Protection Manager about all matters related to personal
information processing that occur during the audition process.

Title /
Classification Name Department E-mail Address Telephone
. Number
in Charge
P 1 Infq i K -
ersonal nformation - fyoung CEO contact@theblacklabel.com  +82 1551-0391
Protection Officer in Jung
Director /
P 1 Inf ti Chang-h .
ersona . nrormation ang Digital contact@theblacklabel.com  +82 1551-0391
Protection Officer oon Lee Business

Article 11 (Remedies for Infringement of Rights and Interests)

If an Applicant is not satisfied with the Company’s handling of complaints or a remedy for
damages, or if there is a dispute with the Company regarding personal information, an inquiry
can be made with the following organizations in Korea.

Telephone

Institution Website
Number

Responsibilities

A ti rt! f |
Personal Information ceeplifie Tepotts ol - persona

) . . . information infringement
Infringement Reporting  https://privacy.kisa.or.kr 118 . . .g
incidents, and applications for
Center .
consultation
Providing information on

personal information  dispute
mediation procedures, accepting
applications for such mediation,
and mediating such disputes
(private resolution)

Personal Information
Dispute Mediation https://www.kopico.go.kr  1833-6972
Committee

Cyber Investigation
Division of the Supreme  https:/www.spo.go.kr 1301
Prosecutors’ Office

Handling related criminal cases,
accepting reports of offences, etc.

. Providing information on
Cyber Investigation ersonal information
Bureau of the National https://cyber.go.kr 182 p . . .
. infringement, hacking, viruses,
Police Agency

spam, prevention of such, etc.



Article 12 (Changes to Privacy Policy)
e This Privacy Policy will be effective from March 31, 2025.

e I[f the Company makes changes to this Privacy Policy, the history of such changes
shall be disclosed in an appropriate manner.



